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1. Introduction
As it was agreed in SA2#111 and captured in the conclusions section of TR 23.720:
· Solution 2 in clause 6.2 is considered as the basis for the normative work for support of infrequent small data transmission (for IP data, non-IP data and SMS). Support of solution 2 is mandatory for both the UE and the network.

2. Proposal

It is proposed capture in new TS 23.IoT the following architecture and protocol stacks. This is based on the TS skeleton proposed in S2-153991.

Based on the discussion on normative documentation approach, if it is decided that it is preferable to document the new CIOT procedures in existing TS (e.g. TS 23.401, TS 23.682) the same text can be transferred as a CR to appropriate TS(es).
>>>Start Changes<<<
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[x1]
3GPP TS 22.368: "Service Requirements for Machine-Type Communications".

[x2]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[x3]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2”

[x4]
3GPP TS 24.301: “Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3”

[x5]
3GPP TS 23.401: “General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access”
[x6]
IETF RFC 4960: "Stream Control Transmission Protocol".
[x7]
3GPP TS 36.331: “Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification”
>>>Next Change<<<
4
Architecture Model and Concepts
4.1
General Concept
CIOT RATs e.g. NB-IOT and LTE eMTC include the following properties:

-
The user plane data rate requirements of CIoT on the core network are very low compared to that of an LTE Core Network.

-
Control plane efficiency is important for the CIoT system. Even with low data rate due to large number of devices will result in high number of establishing and releasing an RRC connection.

-
Applications expected to be supported on CIoT are generally expected to be delay tolerant. For certain application requiring strict delay profile, max delay of 10 sec is considered.

-
Support for Inter-RAT mobility and Intra-RAT network controlled handover are not required.

-
Support for CS services is not required.

Considering the typical use cases for CIoT devices, the CIoT system only supports reduced and necessary functionalities compared with the existing MME, SGW and PGW listed in following sections.
4.2
Architectural Reference Model
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Figure 4.2-1: CIOT architecture (non-roaming)

NOTE 1:
The PGW functions can be separated from the C-SGN as an implementation option. In this case, S5 interface is used between C-SGN and PGW.
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Figure 4.2-2: CIOT architecture (roaming)

As mentioned in clause 4.1 CIoT traffic patterns and UE properties have different characteristics than "normal" UEs. From CN perspective it is expected that they differ with other "normal" UEs in the following areas:

-
For session management only the procedures required for infrequent small data procedures will be supported

-
From mobility management perspective it is expected that a large number of devices will not be ECM-CONNECTED state and less MM signalling will be performed due to low mobility/extended pTAU timer

For efficient small data procedures it was identified that a combined control plane and user plane CN node provides better performance due to the ability to re-use the security association that exists for NAS in CN and therefore not require S1 and over the air transactions every time a transmission has to be performed.
The dynamic PCC is not needed for clean slate RAT and the PCC rules applied to the default EPS bearer can be predefined in the PDN GW. Static PCC rules can be configured in C-SGN for non-roaming case.
C-SGN given it is largely based on S1 with optimisations, can be the CN node of use for UEs supporting any CIoT RAT and the RAN CN selection function allocates all CIoT UEs to dedicated CN when the UE indicates that only IP (or non IP) infrequent small data transmission is required to be supported.
4.3
Reference points

S1-CIOT:  
Reference point between the CIOT RAN and C-SGN is an optimized version of S1-MME defined in TS 23.401 [x5]. The protocol stack based on S1-MME with only necessary components for support of efficient small data. From S1-MME only the necessary S1-AP messages are supported for the related CIoT procedures and only the optimised security procedures are supported. The user plane data is carried in S1-AP protocol messages in order to support efficient small data handing described in clause 5.X.
Optionally it may support S1-U if procedures described in clause 5.Y are supported.
S6a*:
Reference point between the C-SGN and HSS. It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface) between C-SGN and HSS.
T6a:
Reference point between the C-SGN and SCEF. It allows small data transport service as a capability exposure to 3rd party Application Servers via SCEF. For the roaming case it uses the IWK SCEF as defined in TS 23.682 [x2].
Gd*:
Interface between an SMS‑GMSC and C-SGN, and between an SMS‑IWMSC and C-SGN (MAP based).

Gdd*
Interface between an SMS‑GMSC and C-SGN, and between an SMS‑IWMSC and C-SGN (Diameter based).

4.4
Network Elements

4.4.1 
C-SGN

C-SGN is a new logical entity that combines only the necessary functionality of MME and SGW in order to support only the necessary functionality required for CIoT use cases.

Namely support for: 

· the necessary only part of Mobility and Session Management procedures defined in clause 5.Z

· efficient small data procedures defined in clauses 5.X 
and optionally 5.Y

· security procedures required only for efficient small data

· SMS on the PS domain using procedures defined in clause 5.XX
· paging optimisations for coverage enhancements
· support for header compression for efficient small data transport
· termination of SGi interface for the non roaming case

· support for S8 interface for the roaming case
· charging and accounting
· lawful Interception
If desired to use an existing EPC C-SGN can be collocated with MME.
Editor’s Note: The support of header compression in C-SGN depends on agreement and resolution of corresponding key issue that will be discussed in TR 23.720.
4.4.1 
CIOT RAN

CIOT RAN is described in more detail in TS 36.XXX.
In addition to the CIOT RAN functions described in TS 36.XXX. if procedures in clause 5.Y are supported then CIOT RAN functions include also:

-
Header compression and user plane ciphering;

-
C-SGN selection when no routing to a C-SGN can be determined from the information provided by the UE;

-
UL bearer level rate enforcement based on UE-AMBR and MBR via means of uplink scheduling 
(e.g. by limiting the amount of UL resources granted per UE over time);

-
DL bearer level rate enforcement based on UE-AMBR;

-
UL and DL bearer level admission control;
Editor’s Note: The full functional description of CIOT RAN will be provided by RAN WGs. The above text needs to be aligned with their description.
4.5
High Level Function 

<This section explains the high level functions for CIoT >

5
Functional Description and Information Flow
5.1
Control and user plane 

5.1.1
Control Plane
5.1.1.1
UE – C-SGN

[image: image3]
Legend:

-
S-NAS: The simplified NAS protocol supports the mobility and session management functionality required for CIOT.
-
Uu: The radio protocols of C-RAN between the UE and the C-RAN are specified in TS 36.XXX.
Figure 5.1.1.1-1: Control Plane UE – C-SGN
Editor’s Note: Whether PDCP is required in control plane signalling for NAS and RRC will be decided by RAN WGs 
5.1.2
User Plane
5.1.2.1
UE - P‑GW user plane with CIOT RAT using Data over NAS
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Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between eNodeB and the S‑GW as well as between the S‑GW and the P‑GW in the backbone network. GTP shall encapsulate all end user IP packets.

-
C-SGN controls the user plane tunnel establishment and establishes User Plane Bearers.

-
UDP/IP: These are the backbone network protocols used for routing user data and control signalling.

-
Uu: The radio protocols of C-RAN between the UE and the C-RAN are specified in TS 36.XXX.

-
Data over NAS Convergence Protocol performs the user plane aspects e.g. header compression and ciphering for user plane data transported over NAS
-
S-NAS: The simplified NAS protocol supports the transport of efficient small data.
Figure 5.1.2.1-1: User Plane using Data over NAS
5.1.2.1
UE - P‑GW user plane with CIOT RAT using S1-U

[image: image5]
Legend:

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol tunnels user data between eNodeB and the S‑GW as well as between the S‑GW and the P‑GW in the backbone network. GTP shall encapsulate all end user IP packets.

-
C-SGN controls the user plane tunnel establishment and establishes User Plane Bearers.

-
UDP/IP: These are the backbone network protocols used for routing user data and control signalling.

-
Uu: The radio protocols of C-RAN between the UE and the C-RAN are specified in TS 36.XXX.

Figure 5.1.2.1-1: User Plane using Data on S1-U

>>>End of Changes<<<[image: image6.png]
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�As in clause 6.12 of TR 23.720.


�As in clause 6.2 of TR 23.720


�As in clause 6.18 of TR 23.720
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